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**Пресс-релиз**

**Мошенники предлагают пересчитать пенсию из-за неучтенного стажа работы**

Злоумышленники звонят пожилым людям и представляются работниками Социального фонда России (СФР). Они сообщают, что размер текущей пенсии можно существенно увеличить, так как будто бы обнаружен неучтенный трудовой стаж. Тех, кто поверил аферистам, приглашают якобы на консультацию в Многофункциональный центр или отделение СФР для решения вопроса. Причем мошенники называют настоящие адреса центров или отделений, которые находятся в городе, где живет потенциальная жертва. Это усыпляет бдительность человека.

По сценарию злоумышленников, для записи на прием человек должен предоставить данные паспорта, СНИЛС, ИНН и назвать код из СМС-сообщения. На деле перечисленные документы и числовой код из сообщения нужны мошенникам для получения доступа к учетной записи человека на портале Госуслуги. Заполучив доступ к ней, они могут беспрепятственно оформить на жертву кредиты или займы.

При поступлении такого телефонного звонка прервите разговор. Настоящие сотрудники государственных служб, в том числе Социального фонда России, не звонят с подобными вопросами. По любым социальным вопросам нужно самостоятельно позвонить в единый контактный центр СФР по телефону 8-800-10-000-01 либо обратиться в ближайшее отделение фонда. Никому и никогда не сообщайте личные данные, реквизиты карт, СМС-код, а также логины и пароли от своих аккаунтов.

**Все банки будут обязаны блокировать переводы на подозрительные счета**

С 25 июля все российские банки начнут проверять реквизиты получателей каждого денежного перевода, чтобы выяснить, не находятся ли они в базе мошеннических счетов. В эту базу попадают счета и карты, которые уже засветились в преступных схемах. Раньше только некоторые банки проводили проверки реквизитов.

Человека, который пытается отправить деньги на подозрительный счет, банк предупредит об опасности и заблокирует перевод на два дня. За это время пользователь может отменить операцию. Но если он этого не сделает, деньги уйдут по назначению и банк их не компенсирует. А если сам банк не проведет проверку и сразу отправит перевод на счет мошенников, то он должен будет вернуть обманутому человеку всю сумму.

С наиболее распространенными мошенническими схемами можно ознакомиться на [сайте Банка России](http://www.cbr.ru/information_security/pmp/) (<http://www.cbr.ru/information_security/pmp/>).
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